
Privacy Policy 

Security4Web3 ("we", "our", or "us") is committed to protecting your privacy. This Privacy Policy 
explains how we collect, use, store, and safeguard your personal and project-related information 
when you use our services, including security audits, consulting, and other Web3-related 
services ("Services"). 

By engaging with us, you agree to the terms of this Privacy Policy. 

 

1. Information We Collect 

We may collect and store the following types of information: 

● Contact Information: Name, email address, Discord/Telegram handles, or other 
communication details you voluntarily provide. 
 

● Project Information: Source code, documentation, smart contract addresses, 
whitepapers, GitHub repositories, and any relevant data you submit for the purpose of 
audit or consultation. 
 

● Blockchain Addresses: Public addresses or contract addresses associated with your 
project (note: we do not request or store private keys). 
 

● Technical Information: IP address, browser type, device information, and website 
usage data (if you access our website). 
 

● Communication Logs: Emails, messages, and notes from calls or consultations for 
internal tracking and quality assurance. 
 

 

2. How We Use Your Information 

We use the information you provide to: 

● Deliver and perform security audits and consulting services 
 

● Communicate with you about your project and our services 
 

● Maintain internal documentation for service delivery and accountability 
 



● Improve and refine our services based on anonymized analytics 
 

● Comply with legal obligations 
 

We do not sell, trade, or share your personal or project information with third parties, except in 
the limited cases outlined below. 

 

3. Data Confidentiality and Security 

All sensitive project-related information shared with us is treated as confidential. We take 
reasonable administrative, technical, and organizational measures to protect your data against 
unauthorized access, disclosure, alteration, or destruction. 

We may use third-party services (e.g., cloud storage, project management tools) to store and 
manage your data securely, under strict confidentiality agreements. 

 

4. Sharing of Information 

We do not share your data with third parties except: 

● With your explicit consent 
 

● To comply with applicable laws or legal processes 
 

● To trusted service providers acting on our behalf under strict confidentiality agreements 
(e.g., encrypted cloud services) 
 

 

5. Data Retention 

We retain your information only as long as necessary to fulfill the purposes outlined in this 
Privacy Policy or to comply with legal and regulatory requirements. You may request that we 
delete your data at any time, subject to any legal or contractual obligations. 

 

6. Your Rights 

Depending on your location, you may have certain rights under data protection laws, including: 



● The right to access or request a copy of your data 
 

● The right to correct inaccurate information 
 

● The right to request deletion of your data 
 

● The right to object to or limit certain uses of your data 
 

To exercise your rights, please contact us at the email address listed below. 

 

7. Cookies and Website Analytics 

If you visit our website, we may use cookies or analytics tools to understand site usage and 
improve user experience. This data is anonymized and does not personally identify you. 

 

8. Changes to This Policy 

We reserve the right to update or revise this Privacy Policy at any time. Changes will be posted 
on our website with an updated effective date. Continued use of our services constitutes 
acceptance of the updated policy. 

 

9. Contact Us 

If you have any questions, concerns, or requests regarding this Privacy Policy or how your data 
is handled, please contact: 

Security4Web3 
 Email: lewis@security4web3.com 
 Website: security4web3.com 
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